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PRE-REGISTRATION
Name:.................................................................................................................................
First Name:....................................................................................................................... 
Organisation:....................................................................................................................
Address:............................................................................................................................ 
.............................................................................................................................................
Email :                                          @                    
:..............................................................  Fax :..............................................................

I am interested to participate to the Dijon 27-29 April 06 IMIA WG4 Working Conference 
on Secure eHealth, managing risk of patients data : 
  I wish to register as participant (Registration fee 300 € before 15 february 2006)
             (Registration fee 400 € after 15 february 2006)
  I wish to participate to the gala diner (Registration fee 50 €)
  I wish to present recommendations

Answer to be sent to: Pr F.A. Allaert 
MAIL ADRESS : CENBIOTECH 24 BVD Jeanne d‛ARC - 21000 DIJON - FRANCE
EMAIL ADRESS : apsis@ipac.fr

This Award is named in honour of Gerd Griesser, the founding chairman of the IMIA Working Group “Data Protection 
in Health Information Systems”, which is now the IMIA Working Group “Security in Health Information Systems”.

It recognizes student candidates and young investigators for the «best» contribution on e-Health Security submitted 
by a PhD or MS student or a young investigator of less than 35 year of age to a specific Working Conference organised 
by the IMIA Working Group Security in Health Information Systems.  It will be awarded first at the Working 
Conference “Secure e-Health: Managing Risk of Patient Data” to be held in Dijon, France, April 27 – 29 2006.  

The Award will be attributed to the first author, who should furnish a proof of student registration in a University, or 
a copy of a MS or PhD diploma attributed less than two years before the year to which the Award will be attributed, 
or a proof of age.

The contribution dealing with e-Health security, in English, will be evaluated for its originality, its appropriateness in 
relation to medical informatics, as well as its clarity and scientific foundation.  The decision of the Committee will be 
announced by February 15, 2006.  Attendance at the conference is a prerequisite for awarding the prize.  

The award consists of a prize of Euro 1,000 and will be awarded for the first time at the upcoming Working Conference 
“Secure e-Health: Managing Risk of Patient Data” to take place April 27 – 29 2006 in Dijon, France.  

Contributions conforming to the instructions to authors of the International Journal of Medical Informatics 
(http://www.intl.elsevierhealth.com/journals/ijmi/) should reach the Chair of the International Scientific Program 
Committee

Prof. F.H. Roger France, roger@infm.ucl.ac.be

no later than Nov. 30, 2005.  

The Working Group “Security in Health Information Systems” of the International 
Medical Informatics Association (IMIA) is pleased to invite contributions for the

“Gerd Griesser
Student and Young Investigators Award

on e-Health Security”



F.H.Roger France, Chairman SPC

1. Telecommunication and Wireless Technologies – F. Allaert 
- Florian Wozak, Elske Ammenwerth, Thomas Schabetsberger (Austria): End-to-end  
  security in telemedical networks – a practical guideline.
- James Anderson (USA): Ethical and legal barriers to eHealth.
- Kiyomu Ishikawa (Japan) : EHR: guidelines to assure clinical safety.

Break

2. Ethics and Laws for eHealth in Telemedicine – E. Kluge
- Moritz Y. Becker (UK): A formal security policy for a nation-wide electronic health  
  record system.
- Catherine QUANTIN, Olivier COHEN, Benoît RIANDEY, François-André ALLAERT 
  (France): Unique identifier concept: a key choice for European epidemiology.
- Richard Scott (Canada) : Global e-health research and training program.   
 
Discussion groups

Lunch

3. Long Term Data Preservation and Intelligibility – A. Bakker
- Dimitrios Lekkas, Dimitris Gritzalis (Greece): Long-term verifiability of healthcare  
  records‛ authenticity.
- Ab Bakker (The Netherlands) : Long term storage of EHR instantiations.
- P. Ruotsalainen (Finland): A notary archive model for secure preservation and   
  distribution of electrically signed patient documents.

Break

4. Security of Community Wide Health Care Records – N. Gaunt
- Bernd Blobel (Germany): Comparing the security solutions of the Veterans Health  
  Administration EHR system and the German health telematics platform EHR project 
–  design principles and practical experiences.
- Stéphane Spahni, C. Lovis, A. Geissbuhler (Switzerland): Sharing patient record  
  between hospitals and general practitioners.

Discussion groups

IMIA Working Group “Security in Health Information Systems” (formerly IMIA WG4) cordially invites you to 
participate in its upcoming Working Conference, April 27 – 29 2006 in Dijon France.
An international set of speakers including researchers, industry and government representatives has been 
selected to work with physicians, nurses, lawyers, health managers and health administrators interested in 
information system security towards recommendations for policies, research and development.  
Participants will be supplied with accepted papers before the conference.  Papers and recommendations will be 
published in the International Journal of Medical Informatics.  
Attendance is limited to 100 people.  Registrations will be honoured on a first com first serve basis.

Organizing Committee members
F.A. Allaert (France) (Chairman), C. Quantin (France) (Cochairman), Ph. Cinquin (France), L. Legrand (France), P. 
Lebeux (France), A. Geissbuhler (Switzerland), E. De Clerq (Belgium), G.H. Hayes (United Kingdom), J. Van Der 
Lei (The Netherlands), H. Wichmann (Germany).

Programme Committee members
F.H. Roger France (Belgium) (Chairman), F.A. Allaert and C. Quantin (France) (Co Chairman), J. Moehr (Canada) 
(Chairman of IMIA-WG4), B. Blobel (Germany)(Chairman of EFMI-WG Meeting), J. Anderson (USA), A. Bakker 
(The Netherlands), N. Gaunt (UK), A. Geissbuhler (Switzerland), A. Harmel (Tunisia), K. Ishikawa (Japan), S. 
Katsikas (Greece), E.H. Kluge (Canda), P. Le Beux (France), R. Nordberg (Sweden), E. Pan (USA), F. Pinciroli 
(Italy), E. Pluyter-Wenting (The Netherlands), L. Posthumus (The Netherlands), K. Yamamoto (Japan).

Editorial Committee members
J. Moehr (Canada) (Chairman), F.H. Roger France (Belgium), F.A. Allaert (France), C. Quantin (France), B. 
Barber (United Kindom).
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Session 1
09.00-10.00 Presentations
10.00-10.30 Coffee break
10.30-11.30 Presentations
11.30-13.00 Discussion groups

Session 3
09.00-10.00 Round table
10.00-10.30 Coffee break
10.30-12.30 Recommendations
12.30-13.00 Award

D
eparture

Editorial 2

Editorial 4

Session 2
14.00-15.00 Presentations
15.00-15.30 Coffee break
15.30-16.30 Presentations
16.30-18.00 Discussion groups

Session 4

Visit of Dijon

Editorial 3

Editorial 5

Editorial 1 
Key Note

    

Welcome  
Reception Social Event Final Reports    

3 Discussion groups dealing with recommendations for :
- research and development
- governance and policies
- ethico –legal  proposals
in  relation to the 4 themes of the presentations

In supplement to accepted papers, the Programme Committee will consider written 
proposals (1 full page) describing a recommendation and its arguments about one of the 
4 themes of the Conference, taking in account three possible orientations: research 
and development, governance and policies, ethical and legal aspects.

11h30 -
13h00

16h30 -
18h00

The Working Group “Security in Health Information Systems” of the International  
Medical Informatics Association (IMIA) is pleased to invite contributions for the
“Gerd Griesser Student and Young Investigators Award on e-Health Security”

More information is available on the last page


